Technical Requirements for Railway X-ray Inspection System
at Chop railway Border Crossing Point


The intended purpose of the railway X-ray inspection system (hereinafter referred to as the "Device") is to bolster security by conducting non-intrusive X-ray screening of railway carriages. The system's primary objectives are to verify compliance with declared documents and efficiently detect potential smuggling threats, including drugs, weapons, explosives, illegal migrants, and prohibited items.

The USAID ERA aims to procure a two-rail track high-energy accelerator-based stationary railway X-ray inspection system for monitoring trains entering and departing from the Chop railway Border Crossing Point (BCP), located near the national border. This system must be fully equipped with all essential functional components.
[bookmark: _Hlk163229231]Installation site: Solomonovo village, Zakarpattia Oblast, Ukraine. Located on the 271 km run – Chop, approximately at a distance of 500 m from the boundary of the Chop station (map at Annex 1)


1. General conditions

1.1 The vendor must have a permanent project manager who speaks English at a proficient level to effectively communicate with the customer representatives.

1.2 The vendor or offered solution producer must have an ISO 27001 certificate.

1.3 Within 30 calendar days from the signing of the contract, the following documentation must be submitted:

	1.2.1 Preliminary schedule of works and deliveries.
1.2.2 Final design documents for equipment.
1.2.3 Post-installation service description including service provider details.

1.4 A progress report on works and deliveries must be submitted monthly, no later than the 7th of the following month.

1.5 Application documents for a radiation source usage permit must be prepared by the vendor at least five calendar months before the planned device handover deadline.

1.6 The vendor is responsible for submitting all necessary documents to obtain radiation source usage permits, construction permits, building permits, and device usage permits. Also approval of the construction project with the State Customs Service of Ukraine, the State Border Service of Ukraine and JSC "Ukrzaliznytsia". Also, obtain technical requirements for construction from AT "Ukrzaliznytsia" and approval of the design tasks.
1.7 Requests for the specification of the geobase and additional studies, building permit, work permit, use permit, and radiation source usage permit required for the delivery of the device shall be initiated and paid for by the vendor.

1.8 The construction of the shore power electricity connection point required for the operation of the device must be provided by the vendor, with estimated expenses outlined in the price offer.

1.9 A "Declaration of Conformity" must be submitted, attesting to the equipment's compliance with the required standards.

1.10 All construction works must be coordinated with the State Customs Service of Ukraine, the State Border Guard Service of Ukraine, and AT Ukrzaliznytsia (UZ). 

1.11 The vendor is responsible for fulfilling all formalities regarding the importation of the device and necessary aids for their installation, as well as covering the associated costs.

1.12 The equipment delivery must be completed within 500 days from the contract signing.


2. 	General technical conditions

2.1 The technical lifetime of the offered technology must be at least 10 years, during which the availability of spare parts must be guaranteed.

2.2 The device must be new. Prototype is not allowed.

2.3 The solution must include all necessary details as follows (responsibility of vendor):

a. Designing, constructing, and installing the railway device with all necessary aids. This includes all necessary design documentation for the construction works required for device installation, such as earthworks, radiation shielding, safety markings, security solutions, and radiation monitoring systems essential for safety.

b. Connecting to the power grid and installing power lines within the property, along with establishing a guaranteed power supply (obtaining technical requirements from the power grid owner for connection).

c. Constructing the recognition point for the automatic train number recognition system.

d. Installing and integrating Radiation Portal Monitors designed to detect gamma and neutron radiation (location refer in Annex 1) 

e. Deploying a fiber optic communication network between the device and the control center, if necessary, obtaining technical requirements for laying the network in the right-of-way of the railway.

f. Designing, constructing, and implementing perimeter security measures including fences, lighting, video monitoring, device land area monitoring, and fence monitoring.

g. Designing and establishing a video and signaling system for train observation, including train top-view observation. The image captured by the train-viewing camera must be integrated into device systems and visually comparable to the X-ray image position.

2.4 The design of the device must include all necessary parts (including parts that are not mentioned separately in this document), along with safety systems, and be as wear and vandal-resistant as possible.

2.5 The proposed solution must ensure the integrity of the railway. The vendor must guarantee that the equipment to be installed does not cause disturbances in the operation of the ELTS (Electronic Line Traffic System) or other existing railway equipment and must ensure the integrity of all line facilities near the embankment and within the embankment.

2.6 The water and moisture resistance of critical subsystems of the offered device must meet the IP65 level.

2.7 All fixed parts of outdoor equipment and structures must be protected against rusting and corrosion per marine conditions.

2.8 All measurements must be in metric units.

2.9 The noise of all sound sources of the device, including sirens, must be in accordance with permitted noise levels but not exceed a maximum of 70 dB. The sound level must be adjustable.

2.10 Buildings and facilities must be resistant to wind speeds of up to 40 m/s and be protected from thunder. They must meet fire protection standards and be equipped with fire extinguishers.

2.11 The installation of fencing, barriers, and special signs around the radiation safety zone must be ensured. The radiation safety area must be enclosed by a fence or walls, except for the railway entrance and exit.

2.12 The fence must withstand passing trains and harsh weather. It's built from rust-resistant material, ensuring durability for 25 years. Metal parts are hot dip galvanized. The design deters climbing and prevents snagging while making it uncomfortable and time-consuming to climb over. The fence must have a service gate for vehicles. 

2.13 Monitoring cameras must be installed to provide continuous monitoring of the fenced perimeter, ensuring ongoing observation of the scanning process both day and night.

2.14 Lighting fixtures must be installed to illuminate the radiation control area during nighttime hours.

2.15 A comprehensive video monitoring system (CCTV) must be implemented to monitor both the device control area and the safety perimeter of its enclosure. CCTV cameras should be strategically placed on the device itself and on shielding walls, facilitating monitoring of the scanning corridor and the radiation safety area surrounding the device.

2.16 A comprehensive security system, including infrared sensors, shall be implemented to prevent unauthorized access to both the radiation safety zone and technical premises. These security measures will trigger alerts to the operator in the event of any unauthorized access attempt. Additionally, to ensure safety, the device should automatically deactivate upon detecting the presence of a person or living organism crossing the safety zone, facilitated by strategically placed sensors surrounding the radiation safety zone.

2.17 The radiation safety of the railway X-ray scanning system must guarantee the protection of personnel and the public from ionizing radiation used in the complex and comply with the norms of radiation safety according to the NRBU-97, Basic Sanitary Rules for Ensuring Radiation Safety in Ukraine (Order of the Ministry of Health of Ukraine dated February 2, 2005, No. 54, registered with the Ministry of Justice of Ukraine on May 20, 2005, No. 552/10832). The time-averaged radiation level at the edge of the radiation protection zone should not exceed 0.5 µSv during scanning.

2.18 The radiation safety area must be strictly confined within the dedicated land plot. No measurable radiation should extend beyond the borders of this plot.

2.19 The image quality parameters of the device are measured based on the ANSI N42.46-2008 standard, including penetration, spatial resolution, contrast, and wire detection.

2.20 All quality parameters of the device presented in the offer must be met and maintained throughout the warranty period.

2.21 The Vendor shall supply test objects according to the device image quality standard.

2.22 If any important condition has been omitted by the customer from this technical description, the provider must take it into account to ensure that the device can be put into use without incurring additional costs.

3. Technical Specifications
3.1 The installation site for the device is situated in Solomonovo village, Zakarpattia Oblast, Ukraine, positioned between Chop BCP and the Slovakian border, approximately 2.5km from the railway station (refer to Annex 1 for a map). The device is to be installed along the double-track (1520mm and 1435mm wide) railway section, with scanning of trains on both tracks in both directions. The vendor is responsible for preparing the geobase and assessing the geological conditions of the selected area.

3.2 The solution must enable the automatic initiation and cessation of X-ray scanning for trains, ensuring functionality in both directions. Safety features are essential to prevent the scanning of passenger trains and locomotives. The solution must also include a function to manually configure specific wagons not to be scanned, particularly in cases where the train includes a special wagon with a conductor area.

3.3 The operational area of the system must be equipped with electronic sensors to detect the presence of unauthorized individuals entering the operational zone.

3.4 When planning the equipment, radiation shielding, and perimeter measures, the solution must ensure the safety of railway repair workers inspecting and maintaining rail tracks.

3.5 During construction and installation, the vendor must ensure certified construction supervision for the project.

3.6 To ensure a constant electricity supply, the vendor must install a solution comprising a generator, UPS, and ATS. This system must automatically switch from shore power to the diesel generator during a power outage and seamlessly reconnect to shore power once stable supply is restored, ensuring uninterrupted operation of the device and its subsystems including operator workplaces (all needed parts delivery and installation is the responsibility of vendor).

3.7 The location of the device control center is adjacent to the x-ray device within the same premises. The exact location will be selected by the vendor during the project design phase, considering accessibility and radiation safety, and must be confirmed with USAID ERA, UZ, and Customs. 

3.8 The control center must include a permanent building to accommodate a minimum of three Customs operators. The exact required size of the building must be calculated based on the number of required operators by the device producer and considering following regulations by Ukrainian Sanitary Norms for the work environment. Additionally, the control center must provide adequate space and facilities for office equipment, emergency exits, ventilation systems, heating and cooling systems, and any other requirements specified by local building codes and safety regulations. This includes provisions for an operator room equipped with workstations, ergonomic seating, and proper lighting. A designated relaxation area should be provided for breaks, furnished with comfortable seating and amenities such as a fully equipped kitchen. Toilets must be designed based on the accessibility of utilities. Toilets must be easily accessible and fully equipped for hygiene needs. Shower facilities must be available for operators' hygiene needs. If any term is not explicitly stated here, the vendor must ensure it is included to ensure the building is fully equipped to accommodate operators throughout the year. The building must be constructed to withstand various weather conditions and must not be a modular container-based temporary solution. Additionally, the design should prioritize energy efficiency and sustainability practices where feasible.

3.9 The device must operate on a linear accelerator with dual-energy, where the maximum energy is 9 MeV.

3.10 The minimum penetration depth in steel should be 390 mm at a speed of 40 km/h.

3.11 The device must be capable of operating within a range of train speeds from 7 km/h to 50 km/h. Train carriage speeds within the formation may vary due to train braking. Speed changes mustn't interrupt the scanning process.

3.12 The scanning area must begin no higher than 0.35 meters above the ground and extend to a minimum height of 5.5 meters. The scanning targets include all railway freight wagons.

3.13 The device's performance must enable scanning for 6,000 trains per year, each consisting of 60 wagons, with continuous readiness 24 hours a day, 7 days a week.

3.14 The device must be capable of conducting scanning in both directions of movement, with priority given to the primary direction of movement from Ukraine to Slovakia, considering it as an export route.

3.15 The system must be operational within 30 minutes from power-on to device readiness. A "one-switch" automatic turn-on readiness solution must be ensured with a technically suitable solution.

3.16 The device must be able to operate within a temperature range of -35 degrees to +35 degrees Celsius and tolerate relative humidity up to 100%.

3.17 The device must automatically differentiate between locomotives and the rest of the train wagons, ensuring that locomotives are not scanned. Additionally, it must distinguish passenger trains and freight wagons with conductors, preventing their scanning.

3.18 The emergency shutdown system for the ionizing radiation source in the operator's workplace must include emergency stop buttons installed in the operator's room and the device’s container. Additionally, emergency switches must be installed in the scanning tunnel. Pressing any of the emergency stop buttons or emergency switches must shut down the X-ray generator.

3.19 When designing the device, ensuring the safe and direct passage of railway repair workers through the device must be ensured.

3.20 All structures and technical systems must be constructed to be accessible for maintenance using conventional means.

3.21 The device located at the station or in the railway protection zone must comply with the requirements of construction set by the State construction regulations of Ukraine (DBN B.2.3-19:2018, DSTU B B.2.3-29:2011, DBN A.2.2-3-2014, the Law of Ukraine "On Environmental Impact Assessment", etc.).
3.22 The concrete used in the facility must meet environmental classes at least XC4, XF1, and XS1.

3.23 European standard power cords and cables must be installed and used.

3.24 The device must be equipped with an automatic measuring system and hand tools that enable the operator to monitor the radiation level near the device and in the control room. The monitoring equipment must possess sensitivity across the entire necessary spectrum.

3.25 Special fire extinguishers for electrical systems must be prepared on-site.


3.1.  Hardware and software requirements

3.1.1. The system must be developed without the most common security vulnerabilities registered on the OWASP website, and it must also adhere to the security guidelines specified in the ISO 15408-2:2022 standard.

3.1.2. The system configuration must allow multi-level user access rights.

3.1.3. Device data systems must require entry with a personal identifier. Authorization can be based on a username and password.

3.1.4. The data storage system, utilizing hard drives, must ensure the preservation of scanned images of objects and documents, providing quick access to them for image analysis workstations. The storage capacity should accommodate no less than 330,000 images of inspected objects and associated documents.

3.1.5. The data archiving system must support long-term storage and enable searching based on various criteria of scanned objects. Archiving and restoration processes should be independent of the data collection process. Images of scanned objects and associated documents must be archived on hard drives, with provision for external archiving to network storage (e.g., NAS).

3.1.6. Equipment for data archiving and restoration should include an external archiving device (e.g., NAS) capable of storing no less than 330,000 images.

3.1.7. In the device control room, there should be three workstations designated for X-ray image analysis.

3.1.8. Remote connection options must be provided for at least 10 users, enabling real-time remote X-ray image analysis. This will be achieved through a combination of SOAP-based communication and API integration. The solution should utilize a VPN with mandatory multi-factor authentication (MFA) and a firewall to ensure secure data transmission. The vendor is responsible for provisioning 10 pre-configured workstations with the necessary software for seamless remote X-ray image analysis.

3.1.9. Five weatherproof (IP65) and shockproof semi-rugged tablets, each equipped with a minimum 10-inch sun-readable screen and running the Windows operating system, along with 4G and Wi-Fi connectivity, are provided for fieldwork. These tablets are capable of loading X-ray images for use in the physical examination of trains. 

3.1.10. The system must support archiving stored image files in UFF (Uniform File Format), original, JPEG, and PNG file formats on external digital storage.

3.1.11. The images generated by the X-ray scanning system must be in UFF format. Additionally, the operator should have the option to save images in the manufacturer's original file format. The use of the UFF format must undergo testing by the customer, and the supplier should provide the necessary information for testing.

3.1.12. The image analysis software should provide basic image processing functions, including histogram analysis, edge enhancement, organic material differentiation, black-and-white image conversion, negative image conversion, and color image adjustment. Additionally, the software should be capable of synchronous processing of up to four images simultaneously.

3.1.13. The device must be equipped with self-diagnosis software, and fault descriptions must be available in English and Ukrainian languages.

3.1.14. All monitors used in the control room must have a size of 27 inches or larger and should be based on IPS panel technology or similar.

3.1.15. The control room must be equipped with a laser color printer featuring a network interface for producing computer printouts in A4 sizes. Additionally, a scanner with a network interface suitable for scanning goods and customs documents must be provided. Both the printer and scanner must be integrated with the control systems to allow the printing of images and scanning of necessary documentation.

3.1.16. The device system must integrate the number of the container or wagon detected by the automatic number recognition system and add it to the data field of X-ray images visible to the image analyzing operator.

3.1.17. The device system must be integrated with a radiation portal. Additionally, any radiation detection alarms triggered by the portal should be indicated in the X-ray images, making them visible to the image-analyzing operator. Importantly, the radiation portal must function independently even if the primary device itself is not operational.

3.1.18. The vendor is responsible for supplying the optical connection, controlling the X-ray device, providing data storage equipment and computers, and setting up workstations for reviewing and archiving images, including necessary VPN connections. Computer connections must ensure secure transmission of data to the central server. The delivered system must include firewall and crypto tunnel capabilities.

3.1.19. Computer system configurations are provided by the vendor according to the requirements for the device's capabilities. The computer system must run on Windows 10 or newer, and SSD-type hard drives must be used. Vendors that currently have Windows 10 software should guarantee an upgrade to Windows 11 before October 2025. The configuration of the computer systems must ensure the smooth operation of any software and include all necessary parts for the system's use.

3.1.20. All servers and system computers must be housed in a dedicated server room within a server rack. The rack should be sufficiently large to be securely closed and locked.


3.2.  Railway automatic number recognition system

The objective is to implement a comprehensive number recognition system integrated with the railway X-ray device. This encompasses:

a. Planning and executing the construction, installation, and setup of the number recognition system. This includes all associated tasks such as erecting structures, installing the number recognition equipment, laying power and low current cables, deploying equipment, and other related activities not mentioned. 
b. Providing complete technical documentation (In Ukrainian and English) for the number recognition system and ensuring its handover to the customer.
c. Conducting training sessions for operators to ensure proficient utilization of the system.
The system aims to monitor railway traffic by automatically identifying locomotives, wagons, and containers as they pass through the X-ray device. This data is archived in a database, facilitating later retrieval for informational purposes. Data processing occurs within a secure private computer network and on a dedicated server.

Integration between the number recognition system and the X-ray device must seamlessly associate each recognition event with the corresponding scanned image, enabling users to easily access both sets of information.
3.2.1. The solution must support European (UIC), Russian (RUS), and North American (AAR) railway codes.

3.2.2. Continuous operation, day and night, with a minimum detection level of 95%.

3.2.3. Capability to detect numbers at speeds ranging from 7 to 60 km/h.

3.2.4.  Processing capacity aligned with device workload indicated in p 3.13.

3.2.5. Implementation of encryption, authentication, and authorization mechanisms for security.

3.2.6. User interface compatibility with Windows 10 or newer operating systems.

3.2.7. Utilization of specialized Optical Character Recognition (OCR) algorithms for character identification.

3.2.8. Fully automatic image interpretation with an integrated image acquisition subsystem.

3.2.9. Near-real-time detection process, completed within seconds of image capture.

3.2.10. Data storage on a server located in a secure, restricted-access environment. 

3.2.11. User-friendly interface enabling traffic monitoring through cargo images and associated details.

3.2.12. Provision for manual correction of identified numbers to rectify errors.

3.2.13. Replacement of unknown symbols in container codes with a designated character ('?').

3.2.14. Recognition of container codes according to ISO 6346 standards, including BIC code, serial number, and control number.

3.2.15. Capability to detect both box-type and flat-rack containers.

3.2.16. Maintenance and updates should not disrupt system operations.

3.2.17. Preparation of user manuals in Ukrainian and English.

3.2.18. Assignment of specific user rights and roles, including alarm handling, request management, system administration, and password management.

3.2.19. The system must include an option to create users with remote access. This will enable users to view all stored event data within the system. The solution will achieve this by integrating SOAP-based communication, while also providing an API. 

3.2.20. The system must be equipped with a VPN (Virtual Private Network) with mandatory multi-factor authentication (MFA) and f100,00irewall readiness to facilitate secure remote user access.

3.2.21. Logging of all user activities, including timestamps, user IDs, and performed actions.

3.2.22. Support for multiple languages in the user interface, including Ukrainian and English.

3.2.23. All web-based user interfaces are accessible via standard browsers.

3.2.24. Storage of image data in a widely recognized and supported compressed format.

3.2.25. Each data set (comprising a full train with wagons) should include a unique ID, date and time stamp, location or border crossing ID, and images displaying codes on locomotives, wagons, and containers.

3.2.26. Availability of a local user interface for both statistical analysis and operational use, catering to analytical and active search requirements, respectively.

3.2.27. The solution must be integrated with the X-ray scanning system, ensuring seamless operation when the scanner is functional. Additionally, it should have the capability to operate independently in scenarios where the scanner is not working.


4. Trainings

4.1 Training on the use of x-ray device. 

4.1.1 The training must include the use of X-ray scanners, encompassing all subsystems such as the radiation portal, automatic number recognition system, utilization of tablets, and operation of security monitoring systems.

4.1.2 The target group for the training for the use of the device consists of approximately 20 employees, organized into groups of 10 employees each. The training will be conducted in the Ukrainian language, with translations provided if necessary. It will take place at the designated locations of the device, with a minimum duration of 16 hours spread over 2 workdays.

4.1.3 Training is provided in Solomonovo (device location) or near this location. Training rooms, if required, must be provided by the trainer.

4.1.4 Additionally, four employees must be trained as internal trainers, who will receive a certificate from the manufacturer of the device granting them additional training rights. The training duration for the internal trainers is at least one additional workday.

4.1.5 The trainer must issue certificates with an unlimited validity period to those who successfully complete the training.

4.2 Training of x-ray image analysis.

4.2.1 Image analysis training must be provided to approximately 30 employees, organized into groups of 10 employees each. The training will be conducted in the Ukrainian language, with translation provided if necessary.

4.2.2 The image analysis training must involve a minimum of 2 trainers simultaneously, each with at least three years of experience in x-ray analysis. The duration of the image analysis training must be at least 16 hours spread over two days. Training rooms and equipment will be provided by the vendor within a 25km radius of Chop railway station. 

4.2.3 Image analysis training must be conducted using the vendor's software. The image analysis software used for training must be compatible with the x-ray equipment supplied.

4.2.4 Additionally, the vendor must provide training for four employees as internal trainers for image analysis, who will receive a trainer certificate (TOT). The training duration for internal trainers is at least 1 additional working day. 

4.2.5 Training materials must be provided to each participant in hard copy format, as well as electronically.

4.2.6 The trainer must issue certificates with an unlimited validity period to those who successfully complete the training.


5. Device testing and handover.

5.1 Verification of conformity of the equipment and its subsystems must be carried out per the technical specifications.

5.2 The image quality of the device is tested according to ANSI N42.46-2008 standards, which include assessments of penetration, spatial resolution, contrast, wire detection, and material discrimination, following methodologies outlined in IEC 62523:2010.

5.3 The vendor is responsible for providing all necessary equipment and test objects required for testing.

5.4 The vendor will also provide the device's image quality testing protocols with the initial offer. The final testing protocol will be established by USAID ERA guidance and confirmed by USAID ERA.

5.5 The device must successfully pass all tests without altering system settings during the testing process.

5.6 At the vendor's expense, a minimum of two representatives from Ukraine Customs and two representatives from USAID ERA, as the contracting authority, must be arranged to evaluate the verification testing of the technical specifications of the equipment (or its parts) by the manufacturer in the factory FAT (Factory Acceptance Tests) before delivery. Factory Acceptance Tests must last a minimum of 3 days. The contracting authority must document the results of the verification in writing and forward them to the supplier within two weeks. The costs associated with the Factory Acceptance Tests must be covered by the vendor.

5.7 Following the delivery and installation of the device to the location designated by the contracting authority, a Site Acceptance Test (minimum duration of 3 days) must be conducted. Upon successful completion of the test, the results must be documented in writing and sent to the vendor within two weeks.

5.8 After a successful on-site test (Site Acceptance Test), the test period will start in operation mode. The test period is considered to have been completed if the device has operated without major malfunctions for 7 days in a row. In case of malfunctions, the counting of days of the test period begins again from the beginning.

5.9 The device handover and handover report can be signed when a radiation source usage permit has been issued to the X-ray equipment and the following operations have been carried out without critical remarks: 

a. Factory testing of the device (Factory Acceptance Test). 
b. On-Site Acceptance Test. 
c. User’s training (see p 4). 
d. Test period in operation mode (see paragraph 5.8).

5.10 Following the handover of the equipment, the vendor must deliver to the Contracting Authority the following acts and documents, from which a final act must be prepared and from which the calculation of the warranty period begins: 

a. A document certifying the year of manufacture of the device.
b. Warranty certificate for the device.
c. The technical documentation of the device, including a certificate attesting the conformity of the device with CE (Conformité Européenne) requirements, together with a list of the corresponding standards.
d. Device Usage, Maintenance, and Repair Instructions — Manuals and Software Licenses.
e. Device administrator instructions, including access codes and passwords, description of device configuration, and system architecture, including database versions.
f. Equipment Maintenance Plan.
g. Execution drawings according to the final installation in digital format (PDF files).
h. The technical specifications of the device must be delivered in Ukrainian and English in an electronic form.


6. Warranty and maintenance

6.1 The	minimum warranty period for the equipment is 50 months. The warranty includes full maintenance of the equipment, including all spare parts. The warranty should be transferable to the beneficiaries.

6.2 Warranty service must be provided by an entity registered in Ukraine with a valid Ukraine radiation source maintenance permit for x-ray device maintenance and repair works.

6.3 All quality parameters of the device included in the tender must be met and maintained throughout the warranty period.

6.4 If the same spare part fails for the third time, it is mandatory to replace it with a new one. The warranty of the replaced part will restart from the beginning, and a separate written report must be generated.

6.5 If the x-ray device becomes unusable due to a technical issue for two or more weeks during the warranty period, the warranty will be extended by the period of downtime.

6.6 During the warranty period, software updates for the device and image processing must be provided free of charge, including the elimination of security errors. Updates must be installed within at least one month after the software update becomes available.

6.7 The availability of spare parts must be ensured for a period of at least 10 years after the acceptance of the equipment.

6.8 Routine maintenance must not cause the device to be out of service for more than 18 hours.

6.9 During the warranty period and the period of validity of the maintenance contract, the after-service must respond to failures within 24 hours.

6.10 If the equipment is damaged by a technician/operator who has been trained or authorized by the supplier and has followed the technical and operating instructions, the warranty remains valid, and the user of the equipment is not required to reimburse the repair costs.

6.11 Once every three months, within seven days from the end of the month, the manufacturer or the manufacturer’s representative must provide an overview of downtimes of x-ray equipment, any encountered defects, and their causes.
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